## **Parking lot USB exercise**

| **Contents** | Write **2-3 sentences** about the types of information found on this device.   * *The files found in the drive contain PII. Some files are work related, others are private and both contain important and private information.* * *The employee is using the same USB stick for his personal and official purposes. It’s not safe to store both types of files on the same drive.* |
| --- | --- |
| **Attacker mindset** | Write **2-3 sentences** about how this information could be used against Jorge or the hospital.   * *The files named “Shift Schedule” must contain all the private information about other employees including their shift timings which can be further exploited to gain physical access to the business.* * *The wedding list and family photos are very important private information which also can be exploited.* |
| **Risk analysis** | Write **3 or 4 sentences** describing technical, operational, or managerial controls that could mitigate these types of attacks:   * *There could be malicious code inside these drives that will install themselves onto the machines they are connected with. In order to prevent these situations, awareness in employees should be increased. Furthermore, the device should be connected to virtual machines. In case the malicious code is present it won’t be able to infect other systems and can be safely removed from the drive.* |